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Tutor guidance and general advice
• Carefully study the training pack and ensure that you are familiar with its contents.
• On this first slide, enter your name in the space provided. The date will update 

automatically.
• Ensure you have a full set of training aids to enhance your lecture.
• Include any additional aids you intend to use with the list provided.
• Add the visual aids and examples of group exercises, handouts, newspaper articles, 

anecdotal stories and jokes you intend to use at the relevant page of each of these 
notes.  Any omissions or new information you wish to include in the lecture should 
also be added.

• Group work and interactive sessions are an essential feature of any successful 



course. Several examples are included with the pack. 
• Ensure that there are adequate strategically timed breaks and always finish on 

time.
• Lecturers should arrive at least 30 minutes prior to the lecture to check: 

• All equipment is working satisfactorily, that they know how to operate it 
and participants can clearly see and read the information projected

• The projector is properly focused and the screen is clearly visible from 
all parts of the room; ensure it is safe and there are no trip hazards 
caused by wires. It is also useful to have a spare bulb and to know how 
to change it. 

• The lecture room is arranged to suit the style of lecture and the visual 
aids being used.

• The PowerPoint™ slides in this pack will enhance your lecture.
• Always face the audience when speaking and do not address your comments 

to the screen, with your back to the participants.
• If you have any suggestions for improving this training pack or would like any 

specific amendments, please do not hesitate to contact Highfield on 01302 
363277.

Good luck with your course.



Module 1: Principles of working in the Private Security Industry

This training presentation covers the learning outcomes and assessment criteria for unit 
1: Principles of Working in the Private Security Industry (level 2 Award for Door 
Supervisors in the Private Security Industry qualification).

Module 2: Principles of working as a door supervisor in the private security industry and 
Module 3: Application of conflict management in the private security industry are 
provided as 2 separate training presentations included in this training package (3 training 
presentations in total).







This can be made interactive by encouraging delegates to suggest ground rules.

Examples may include:
• confidentiality/anonymity or at least not mentioning names
• being open
• participating



The above symbols are primarily for tutors so that you know when a class question or exercise 
may be appropriate. 



This training presentation includes module 1: Principles of working in the private 
security industry.  

Module 2: Principles of working as a door supervisor in the private security industry and 
Module 3: Application of conflict management in the private security industry are 
provided as 2 separate training presentations included in this training package (3 training 
presentations in total).



This module covers:

• the private security industry
• legislation

• arrest procedures

• safe working practices
• fire procedures

• Emergencies

• communication skills
• record-keeping

• terror threats

• vulnerable people
• post-incident management



• 11 modules in total
• Comprehensive tutor notes 
• Class discussion topics and class questions
• Key tasks at the end of each module should be answered by all learners simultaneously to 

ensure everyone understands before moving to the next module.
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Completion of this module will enable learners to meet the following learning outcome:

Learning outcome 1: Know the main characteristics and purposes of the Private Security 
Industry

This includes assessment criteria:

1.1 Identify the key purposes of the private security industry
1.2 State the aims and functions of the Security Industry Authority (SIA)
1.3 Recognise the required standards of behaviour of a security operative
1.4 Identify the benefits of community safety initiatives
1.5 Recognise how assignment instructions support the Security Operative role
1.6 Recognise how each security operative role may use CCTV
1.7 Identify the limitations of CCTV within the security operative role
1.8 State the purpose of the Approved Contractor Scheme

This module includes the following interactive activities:

• class question: What is security?
• class question: What qualities do you think security operatives should posses?
• class question: What are the legal implications of using CCTV?
Key task 1



Class question: What is security?
Click to reveal the answer.

The security industry is required to be regulated due to unscrupulous companies and criminal 
gangs forcing themselves upon businesses.  

911 also had an impact as countries worldwide examined their security vetting procedures to 
prevent terrorists and other unauthorised people being able to carry out such a devastating act 
again.  

The Private Security Act 2001 was not implemented until 1 January 2003 on a roll-out basis 
across the UK, starting with London.  It was implemented into all areas of the UK by 1 January 
2004.
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• Prevent by visual deterrent and detect crime through observation and possibly coordination 
with CCTV operative.

• Prevent and reduce loss via monitoring staff and customers to reduce theft.  Turning off lights 
etc. reduces waste.

• Knowing how and responding appropriately to safety risks.
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Security can be provided to clients in 3 main ways:
• manned security – where 1 or more security operatives (male or female) work on a site, 

providing both a deterrent against crime and an immediate response to incidents as they 
occur

• physical security – physical deterrents such as locks, alarms, barriers and grills to help reduce 
crime

• systems – electronic and other technical systems to monitor premises for crime and other 
dangers such as intruder alarms, fire detection systems and closed-circuit television (CCTV) 
systems

Some systems are a combination of physical security and systems e.g. an intercom with image 
and magnet lock.
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This is a good point at which to mention the Private Security Act 2001 
http://www.legislation.gov.uk/ukpga/2001/12/contents. This is covered in more detail later.

Directly employed CCTV and security officers (guards) are not regulated by the SIA.

ACS is a voluntary scheme that companies pay for.  It is an accreditation from the SIA, stating 
that all procedures, including record-keeping, meet or exceed the SIA standards. These 
companies do not need to wait for an SIA licence to arrive prior to employing a security officer. 
They are allowed 10% of their employees to be in the process of being licensed by the SIA for 
up to 16 weeks.

Business licensing will standardise company record-keeping and insurance.  There is currently 
no date for implementation of this scheme (January 2020).
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The ACS introduced both operational and performance standards for private security companies.

Only companies that can prove they can meet the ACSs high standards will be awarded 
‘Approved Contractor’ status.



The SIA’s main functions are to: 
• protect the public and regulate the security industry through licensing 
• raise standards (through the Approved Contractor Scheme)
• introduce business licensing for all regulated security business 
• monitor the activities and effectiveness of those working in the industry 
• set and approve standards of conduct, training and supervision within the industry 
• keep under review the private security industry and the operation of the legislative framework 
• increase customer confidence 
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Individual licensing
Anyone wishing to work as a security operative must have an SIA licence before they start work.  
This is covered in more detail under ‘individual licencing’ further in this training presentation.

• Licensed sectors in all of the UK
• Northern Ireland also includes vehicle immobilization. These are security operatives who 

either remove or relocate vehicles, restrict the movement of vehicles using a device or release 
vehicles after demanding or collecting a charge

Other as yet non-regulated sectors of the private security industry include private investigation, 
event security, electronic security and fire systems. 
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Door supervisors - those who carry out security duties where alcohol is being consumed. 

This SIA licence also includes the duties of a security and retail officer. Many people with this 
licence do not work stereotypical venues such as night clubs but may require this licence to work 
an event with a bar.  
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Security officers (guarding) – this sector includes providing security at factories, retail premises, 
building sites and hospitals - in effect, anywhere that alcohol is not being consumed. It also 
allows the individual to work at an off-licence (e.g. supermarket) as alcohol is only being sold, 
not served.

Security officers (guarding) may also guard individuals against assault/injury as the result of the 
unlawful conduct of others.

They can either provide physical protection or protection by way of patrolling or surveilling, 
thereby deterring crime. 
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Key holding is not a specific license but is an SIA-regulated sector.  Someone who locks/unlocks 
or responds to an alarm activation is required to hold either a door supervisor or security officer 
SIA licence.  This does not apply to an individual such as a caretaker in a school who is 
employed directly by the company who owns/rents the premises.

Key holders do not provide security themselves, they simply hold the keys for the company.
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Cash and valuables in transit operatives will operate secure machinery, for example money 
vans. 
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A CCTV operator’s role includes watching live images and reviewing footage not including 
themselves.  It also includes reviewing images from body-worn cameras.  

This does not apply to individuals employed directly by the business but is an additional licence 
for all contracted security operatives. Anyone can review footage that includes themselves for 
the purpose of accurately writing an incident report.



Close protection operatives are commonly called bodyguards.  

Their roles may include protecting people or property. 

This is currently (January 2020) the only SIA licence that would also allow the holder to work in 
the door and security officer sectors.



Vehicle immobilisers are only licensed by the SIA in Northern Ireland.  These are security 
operatives who either remove or relocate vehicles, restrict the movement of vehicles using a 
device or release vehicles after demanding or collecting a charge.



Licensing ensures that security operatives are ‘fit and proper’ persons who are properly trained 
and qualified to do their jobs.  

Fit and proper is not just a physical limitation but also refers to the operator’s mental state e.g. is 
it a good idea to work a shift directly after someone close to you has died?

Anyone wishing to work as a security operative must have an SIA licence before they start work. 



An individual will need to set up an account on the SIA website 
(https://www.sia.homeoffice.gov.uk/Pages/licensing-applying.aspx). Once set up, an employer 
can link to it and complete the application on the individual’s behalf, or the individual can 
complete it.  Once submitted, it will message the applicant telling them their reference number 
and which documents to take to the approved post office. They must present their application 
reference number and the documents. The post office will take the payment and their 
photograph.

https://www.sia.homeoffice.gov.uk/Pages/licensing-applying.aspx


Anyone wishing to work as a security operative must have an SIA licence before they start work, 
unless working for an ACS-approved company.

It is the legal responsibility of the security company, and the business they send you to work for, 
to check that your SIA licence is valid. This can be done on the SIA website.



Class question: What qualities do you think security operatives should posses?
Answers are on the next slide. You may consider taking answers in an open format or on a flip 
chart.
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Answers
Discuss why these qualities apply to a security operative, for example ‘smart’ relates to a 
security operative’s appearance and being ‘loyal’ could suggest that they would arrive for their 
shift even if a different venue offered them a slightly higher pay rate an hour before their shift 
was due to start.

Could also mention the following traits:
• sensitive
• responsible 
• courteous 
• handle sensitive situations

If learners mention traits other than those above, discuss why/if they apply to security 
operatives. 

Above all security operatives should have integrity and be prepared to take responsibility for their 
action.
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The SIA Code of Behaviour is available on the SIA website but the contents of it are explained 
during this course.
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Encourage learners to research what is available in their areas.
Local authorities now use Safer Community Partnerships to help reduce crime and the fear of crime in 
their areas. They work together with the police, the other emergency services and other relevant 
public and private organisations

to try to reduce crime, public disorder, reoffending, anti-social behaviour, substance misuse and 
vandalism.

Crime reduction initiatives try to do this by:
• improving the physical security of vulnerable areas
• improving the environment itself
• removing the means and opportunities to commit crime
• using extra lighting to improve visibility in an area
• using warning signs
• controlling access to certain areas at specific times
• using CCTV
• using radio communications between various organisations and companies
• making use of local and national Pubwatch and Shopwatch initiatives
• using the yellow and red warning cards in conjunction with the local Pubwatch policy
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The main aims of local crime reduction partnerships are to reduce crime, public disorder, 
reoffending, antisocial behaviour, substance misuse and vandalism. 
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Assignment instructions  - A.I.s
Describe in detail the security operative’s activities for each site, emergency procedures and 
contact numbers.

This term is not usually used in licensed premises but is primarily used in static premises, 
including building sites, factories, retail etc.
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Flow diagram of how A.I.s are created and used. 
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A.I.s will contain details and instructions on each item included on the slide.
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A.I.s are CONFIDENTIAL documents and must be kept securely so that unauthorised people do not have 
access to them. 
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CCTV does not prevent crime but the learning outcome and therefore exam questions may state 
this. 

There are many benefits that come with using CCTV, for example:
• CCTV does deter some people from committing a criminal act.
• it can reassure customers/staff of their safety 
• monitoring CCTV is safer than actually patrolling a site and monitoring multiple screens at 

once can allow you to observe a site quicker than if you were to walk around it. As there is 
less risk to the security operative, there is therefore less time off sick after incidents/accidents 
and no compensation claims if injury occurs during a physical patrol.

There are also disadvantages of using CCTV, for example:
• the evidence obtained from CCTV is only good if the system meets requirements and has 

sufficient coverage
• blind spots could adversely affect the chain of evidence if footage does not adequately prove 

or disprove guilt
• poor quality images may not be admissible in court



Class question: What are the legal implications of using CCTV?
• CCTV systems should ideally be monitored at all times and must be registered for an 

approved use, e.g. health and safety and security
• The accountable person is the data controller
• Signage must state the approved purpose, who is operating the system (data controller’s 

name or company name), contact number for queries about the system and subject access 
requests (copies of footage involving the person requesting the copy)



The maximum time that footage can be retained on the system is usually 28 days; this does vary 
but must be justified.

The general review of live footage must be done by trained and authorised people only, e.g. 
human resources cannot view CCTV to verify staff performance without the permission of the 
employees.

Must only record for the purposes that are stated in the ICO approval. 



There may be some limitations of using CCTV, for example:
• some people do not like being recorded as they feel it violates their privacy
• incorrectly positioned cameras may be damaged (they should be positioned well above head 

height to avoid this)
• operative misuse
• some people will wear items to cover their face
• initial cost can be prohibitive
• an operator’s ability and knowledge of how to use the equipment - do they know where the 

blind spots are?
• wireless signals can be disrupted, and cables can deteriorate over time
• it may be misused for the unauthorised monitoring of people (illegal in many cases)



Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.
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Completion of this module will enable learners to meet the following learning outcome:

Learning outcome 2: Understand legislation as it applies to a security operative

This includes assessment criteria:

2.1 Identify the differences between Civil and Criminal Law

2.2 State the main aims of the Private Security Industry Act 2001

2.3 Identify key legislation relating to promoting equality and diversity in the workplace

2.4 Identify licensable roles under the Private Security Act

2.5 Identify how data protection regulation impacts on the security operative

This module includes the following interactive activities:

Key task 2



Civil laws help govern our daily lives. 

Civil offences:
• themselves do not occur a potential prison sentence
• Civil cases are usually dealt with in the county courts, with more serious cases being heard in 

the High Court. In Scotland, civil cases are heard by the
Sheriff Court with more serious cases being heard at the Court of Session.
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Civil laws help govern our daily lives. 

Other cases dealt with under civil law include:
• family and matrimonial disputes
• personal injury cases
• employment law
• breach of contract 

Ensure that you emphasise that the standard of proof in the civil court is ‘on the balance of 
probabilities’.
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The act of trespass is being somewhere without permission and is itself classed as a civil 
offence, however it may be coupled with an indictable (criminal) offence such as threats to harm 
or criminal damage.

The ‘lawful occupier’ is someone who owns, occupies or has control over the property, for 
example the owner, manager or person in charge of the premises or any member of staff acting 
on their behalf, including a security operative.

Examples of trespass include:
• refusing access to a shop as it is due to close, but the person still walks into the shop
• gaining entry to a site through a hole in the fencing even if the trespasser did not create the 

hole
• asking someone to leave licensed premises and the individual not complying with the request

Scotland
The Trespass (Scotland) Act 1865 makes it an offence under Scots law to trespass.

Trespass in licensed premises in Scotland
Under Section 116 of the Licensing (Scotland) Act 2005 it is an offence for any person to refuse 
to leave licensed premises as follows:
• a person on any relevant premises who behaves in a disorderly manner,
• and refuses or fails to leave the premises on being asked to do so by a responsible person or 

a constable, commits an offence
• a person on any relevant premises who, after the end of any period of licensed hours, refuses 

or fails to leave the premises on being asked to do so by a responsible person or a constable 
commits an offence

Northern Ireland
In relation to trespass, the new criminal trespass law enacted under s128 of SOCPA, has made 
it illegal to trespass on certain designated military and nuclear sites in Northern Ireland. There is 
a common law offence of trespass against property and a criminal law offence of 
trespass/harassment against the person, including assault.
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REACT is a model for when someone has accessed your premises and you are requesting them 
to leave.

A good exercise for the group could be to slightly amend the model to one for refusing entry, for 
example:

• R - request the person not to enter
• E - explain the reasons for the request
• A- appeal for them to not attempt to enter explaining what will happen if they do attempt to 

enter
• C - confirm they still intend to enter
• T - take action (close the door, block their entry path etc.)
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Criminal laws come from either: 
• very old judicial decisions made in courts (common law)
• Acts of Parliament (statute law)

Cases are normally brought by the state, often following an arrest.
Prosecution is sought through the criminal courts. 

Emphasise that a criminal offence may result in imprisonment and possibly a fine.

The standard of proof in the criminal courts is ‘beyond reasonable doubt’ due to potential to take 
away a person’s liberty.

This slide has the potential for a discussion about whether juries are really objective in 
modern times as most cases are described on social media or the news. Can a modern day jury 
really not have any preconceived ideas about what happened?
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Serious crimes include:
• murder - intentionally killed another person
• rape – insertion of penis without permission into anus, mouth or vagina

• ABH – actual bodily harm – cuts, bruises and broken nose
• GBH – grievous bodily harm – broken bones etc.
• GBH w/i – grievous bodily harm with intent – planned breaking of bones etc.
• sexual assault – physical/psychological/emotional violation in the form of a sexual act, imposed on 

someone without their consent
• drugs is referring to illegal drugs e.g. cocaine, heroin etc.
• theft – stealing an item
• fraud – misappropriating money or an item by the means of deception e.g. pretending to be a builder, 

taking the deposit and then never going to complete the work paid for
• robbery – the act of theft but with a person involved e.g. robbing a bag

• burglary (housebreaking in Scotland) - entering premise with the intention to steal
• arson (wilful fire-raising in Scotland) – deliberately setting fire to something with the intention 

to cause damage
• threats to harm and or damage, child and domestic abuse are as per their titles
• kidnapping – consider arresting the wrong person as well as general kidnapping
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The Private Security Industry Act 
As well as the above, the Private Security Industry Act also intended to remove criminal 
elements from the private security industry and established licensing of individuals.

http://www.legislation.gov.uk/ukpga/2001/12/contents
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Equality and diversity in the workplace
The SIA is only concerned with our negative prejudices.
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The Equality Act 
These are known as protected characteristics. 

Larger companies must now monitor the ratio of genders and ensure all are being treated 
equally, regardless of gender or protected characteristics.
protected characteristics. 

Northern Ireland
In Northern Ireland, discrimination is illegal under the following laws:

• The Race Relations (Northern Ireland) Order 1997

• The Sex Discrimination (Northern Ireland) Order 1976

• The Disability Discrimination (Northern Ireland) Order 2006

As a security operative, you cannot refuse entry or evict anyone on the grounds of sex, race, colour, 
disability or physical appearance. Should you refuse entry to or evict an individual for any of these 
reasons alone then you will be committing an offence. The individual who has been discriminated 
against has the right to make a formal complaint to the premises management requesting an apology, 
a commitment that such discrimination does not reoccur or even compensation. If the issue is not 
dealt with to their satisfaction, they may even take legal action against you and your employer.
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The Equality Act 
It is illegal for employers to discriminate against any of these groups of people in the areas of 
recruitment, access to training, pay and benefits, promotion opportunities, terms and conditions, 
redundancy and dismissal.

Furthermore, employers now have to make reasonable adjustments to cater for the employment 
of disabled people.
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Types of discrimination 
• Direct discrimination occurs when someone is treated less favourably than another person 

because of a protected characteristic they have or are thought to have, or because they 
associate with someone who has a protected characteristic.

• Indirect discrimination occurs when a policy or practice that applies to everyone particularly 
disadvantages people

Discrimination can be hurtful, insulting and demeaning to the recipient, and is not acceptable from 
security professionals.
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The Human Rights Act is a worldwide charter.  

Most of what it covers is also included in the Equality Act, Health & Safety at Work etc Act 1974 
and other UK legislation. 

Main articles of interest are on the next slide.
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There are more articles within this Charter.



The Data Protection Act 2018 enabled the General Data Protection Regulation (GDPR).

It can be anything from:

• a name

• a photo

• an email address

• bank details

• social media posts

• biometric data

• medical information.

It will also introduce ‘digital rights’ for individuals.



1 – as per operational requirement (ICO approval), e.g. health and safety and security for CCTV
2 – e.g. not for staff performance unless employees have agreed this use and is part of the 
operational requirement.
3 - e.g. information for employment records



4  - e.g. up-to-date addresses and phone numbers of all employees
5 – employment records, e.g. bank details, should not be kept once an employee that has left 
the business has been fully paid
6 – passwords etc.

Data protection rules often apply to the use of written records and notebooks, as well as 
the use of body-worn cameras.

You can find more information about the General Data Protection Regulation 2018 here:
https://ico.org.uk/for-organisations/guide-to-the-general-data-protectionregulation-
gdpr/?q=digital



• The owner (business) of the BWC must have approval with the ICO to use this equipment
• Individuals named on the CCTV-authorised list can download and review
• Storage system and length of storage is stated on the ICO approval



Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.
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Completion of this module will enable learners to meet the following learning outcome:

Learning outcome 3: Understand arrest procedures relevant to security operatives

This includes assessment criteria:

3.1 State the meaning of arrest

3.2 Identify offences for which a security operative can make an arrest

3.3 Identify the limitations to a security operative’s powers of arrest

3.4 State procedures to follow when making an arrest

3.5 State why an arrest should only be made as a last resort

3.6 State procedures following an arrest

3.7 State what is meant by ‘reasonable’ and ‘necessary’ force

This module includes the following interactive activities:

Key task 3



It is a good idea to advise learners to learn their local arrest policies and work with their local police in 
relation to arrest.



Discuss what the police response time is for the area that you are teaching in.



In Scotland the term is arrestable, not indictable, offences.

Indictable offences are defined under Section 24a of the Police and Criminal Evidence Act 1984 (PACE) 
Article 26 PACE (Northern Ireland).



Section 24a of the Police and Criminal Evidence Act 1984 (as amended by the Serious 
Organised Crime and Police Act of 2005). This Act was brought in to address the difficulties of 
the numerous and varied powers of arrest from the past, and now provides a power of arrest for 
most criminal offences where such a power is necessary (Article 26 PACE (Northern Ireland).

Constable means a warrant police officer.

A person other than a constable means non warranted individuals including security operatives 
hence the term Citizen’s Arrest.



But this power of arrest is exercisable only if:
• the person making the arrest has reasonable grounds for believing that for any of the reasons

mentioned it is necessary to arrest the person in question; and
• it appears to the person making the arrest that it is not reasonably practicable for a constable

to make it instead.
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The limitations to powers of arrest

Under Section 24a of the Police and Criminal Evidence Act (PACE) 1984, (the Criminal Procedure 
(Scotland) Act 1995, S26a of the Police and Criminal Evidence (Northern Ireland) Order 1989 (SI 
1989/1341), certain serious offences have been given a special condition within criminal law and are 
known as indictable offences. The majority of crimes that security operatives come across will fall 
within this category. Indictable offences are those that may be tried at a Crown Court.
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Offences under this section, for which all door supervisors have the same powers of arrest as other 
members of the public include:

• murder (also known as culpable homicide in Scotland)
• aggravated assault (also known as serious assault in Scotland) - legally known as GBH with intent
• burglary (also known as housebreaking in Scotland)
• criminal damage (also known as malicious mischief in Scotland)



Breach of the Peace
• A breach of the peace is a common law concept that has very ancient roots.
• In general terms it is considered to be ‘any disorder or disruption to the peace in public or in private

that results in violence, threat of violence or provokes violence from another’.

This common law is not an indictable offence. Therefore the person cannot be charged with a 
breach of the peace. They may be charged under a different piece of legislation, e.g. Offence 
Against the Person 1861.

Citizen’s arrest only refers to indictable offences, therefore a security operative would not be 
able to arrest for a breach of the peace.

Scotland
Breach of the peace in Scots law
Breach of the peace is a common law offence against society and is defined as ‘conduct severe 
enough to cause alarm to ordinary people and threaten serious disturbance to the community’.  
The words ‘severe’ and ‘serious’ above are an essential element of breach of the peace and 
therefore it is not considered a trivial crime.  Some breaches of the peace might be more ‘minor’, 
such as cursing or swearing in public, peering in a person’s window or shop window and causing 
alarm to other people, or more serious incidents such as fighting in public or conducting oneself 
in a riotous or disorderly manner.

The common law crime of breach of the peace is that it can be committed by 1 or more people, 
so long as the conduct of the person or people is riotous or disorderly, while the conduct must be 
severe enough to cause alarm to ordinary people and threaten serious disturbance to the 
community (Common law).



The individual must be committing an indictable offence (arrestable in Scotland).



Where possible, arrests should be made as quietly and as discreetly as possible to avoid situations from 
escalating and becoming out of control. 

Security operatives should take care not to show an over-aggressive attitude when effecting an arrest, 
just a firmness of intent.

Once the decision has been made to arrest someone, the person must be told that they are under arrest 
as per the slide.



Always consider how long the police may take to arrive at the scene. Do you really need to 
arrest the person or do you have sufficient evidence, e.g. good CCTV evidence, for the police to 
be able to arrest them at a later time? 

Once you have arrested someone, you are responsible for their safety. You will need an area to 
keep them and CCTV, or at least 2 members of staff, to monitor them.

85



After the arrest
Having arrested someone, you are then responsible for the suspect's welfare and safe custody until the 
arrival of the police.  

You need to explain the reason for the arrest and how it was done to the police in front of the person as 
this is their opportunity to claim it was an unlawful arrest. If the person pleads guilty at court you will not 
need to attend the hearing.

While you have access to a police officer, you may wish to ask for some feedback on your arrest 
technique.
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Unlawful/false arrest
Provided that discretion and common sense are used in deciding when to effect an arrest, and that when 
you are making the arrest you have reasonable grounds to suspect that the person is either committing 
or has committed an indictable offence, then you should not encounter too many problems. 
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Scotland: ‘In Scots law, if a person is attacked, or is in reasonable fear of attack, he’s entitled 
deliberately to use such force as is needed to ward off that attack.’ 

If you feel that you are about to be attacked, you don’t need to wait for someone else to strike the first 
blow. Circumstances may justify a pre-emptive strike.

So, if a door supervisor (while on duty) feels that they or someone else is about to be hurt, then they are 
allowed to use force to protect themselves or that other person.

In a criminal case in 1988, it was said that common law has always recognised the right of a person to 
protect themselves from attack and to act in the defence of others, and if necessary, to inflict violence on 
another in so doing.  Provided that no more force is used than is reasonable to repel the attack, such 
force is not unlawful and no crime is committed. 

In another case in 1995, it was said that the necessity of using force was a question for the subjectivity of 
the defendant, whereas the degree of force was more objectively considered by the courts.  This means 
that door supervisors have to decide themselves if and when to use force, whereas ultimately a court 
may have to decide whether the amount of force used was reasonable or not.
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The use of force
The law gives certain situations when members of the public are allowed to use force on others, and the 
authority for door supervisors to use force when necessary can be found in the following parts of the 
law:
• self-defence
• breach of the peace/saving life
• Sec.3 Criminal Law Act.
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‘Prevention of crime’ applies to any crime where the preventative use of force is reasonably required, 
including protecting property from damage/theft and protecting people from physical injury.

The Criminal Law Act allows door supervisors to use force to stop a crime from being committed or to 
arrest someone and stop them from running away before the arrival of police.

It is important to remember that the wording of this act refers to ‘such force as is reasonable in the 
circumstances’, and previous criminal cases have pointed out that where force is used in these situations, 
the amount of force used must be judged according to the particular circumstances. It is made very clear, 
however, that the excessive use of force is not allowed.

If security operative considers that every time they use force against another person that they may well 
have to justify their actions, then they should be able to act reasonably in any given situation.  If, 
however, they are reckless as to how much force they use, or deliberately use excessive force, then they 
will have to answer to the police and possibly even to a court.
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The questions that are likely to be asked about any use of force are:

(1) Was there a need to use the force? Were they leaving anyway?

(2) Was the amount of force used reasonable or not? What did they do and what did we do?

(3) What was the extent of the injuries compared to the amount of resistance given? If they did not
struggle, why/how did we damage them?

(4) What was the size and build of the injured party compared to the door supervisor? This is not
about big security officer versus small skinny person, it is about whether we used the minimum amount
of force possible or if we approached with full force and power.

(5) Were any weapons used or threatened by the other party? If yes, you do what you have to do with
what you have access to.

(6) At what stage did the security operative stop using the force? Once they are outside the
premise/shop, why do we still have a hold on them?

(7) Was the force applied in good faith or in a malicious way? Is there any personal connection as to
why you might want to hurt this person? If yes, ideally, it should not be you applying any force.
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Hand on heart, everyone knows whether the force was genuinely reasonable and necessary or 
whether ‘red mist’ (anger) was a part of our actions. 

93



Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.





Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.





Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.





Completion of this module will enable learners to meet the following learning outcome:

Learning outcome 4: Understand the importance of safe working practices

This includes assessment criteria:

4.1 Identify responsibilities under the Health and Safety at Work etc. Act

4.2 Identify the risks of lone working within the private security industry

4.3 Identify typical workplace hazards and risks

4.4 State how to minimise risk to personal safety at work 

4.5 Identify safety signs and signals

4.6 State procedures to be followed for recording and reporting accidents and health and safety 
incidents

4.7 Identify ways to keep personal information safe

This module includes the following interactive activities:

• class question: What are the employer’s responsibilities?
• class question: What are the employee’s responsibilities?
• class question: What items of personal protective equipment (PPE) might a security operative 

carry?

Key task 4



Health and safety in the workplace
Every year, thousands of people in the UK are forced to take time off work due to health and 
safety-related issues.  For some, this may only mean a few days off work but for others, it could 
mean long-term injuries or even death.

The vast majority of incidents can be avoided through better health and safety procedures.  

Health and safety procedures in our places of work need to be effective to keep staff, visitors 
and customers safe. 

There is specific legislation in place to ensure that proper health and safety procedures are 
enforced anywhere that people work or come to be served.
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The Health and Safety at Work etc. Act 1974 (Health and Safety at Work (Northern Ireland) 
Order 1978) covers employers, employees, the self-employed, suppliers, people who control 
premises and visitors/customers who come onto the site. 

Those failing to comply with health and safety legislation face a range of penalties, and 
businesses can be closed for serious breaches.
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As well as the above examples, the next slide details other negative consequences that can 
come from breaching health and safety legislation.
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Further to legal implications, companies and organisations that have poor health and safety 
policies and procedures can suffer from the above negative consequences.
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Employers have a moral and legal duty of care to protect the health, safety and welfare of their 
employees and others, including customers and members of the public who might be affected by 
their business. Employers must do whatever is reasonably practicable to achieve this. 

Serious breaches of health and safety legislation can result in penalties of up to 2 years’ 
imprisonment and/or unlimited fines.
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Class question: What are the employer’s responsibilities?
Safety equipment can include relevant warning signs.

Employers must also provide proper first-aid facilities, ensuring that there are proper reporting 
procedures in place in case of incidents. 

Depending on the size of the site and the number of people working there, they may have to 
also provide a written health and safety policy. 
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Class question: What are the employee’s responsibilities?
The above is true regardless of whether employees/the self-employed are full or part-time staff. 

In ensuring that they do not act in an unsafe manner, employees must ensure that not only are 
they caring for their own health and safety, but also that they are not putting the health and 
safety of others at risk. 

If serious incidents occur they must follow the site or organisation’s emergency procedures to 
help protect themselves, other staff and any visitors/customers.  

They must then follow the site’s reporting procedures to inform the employer of any accidents 
and/or injuries.
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Hazard: potential source of harm or adverse health effect on a person. 

Risk: likelihood that a person may be harmed or suffer adverse health effects if exposed to a 
hazard. Levels of risk may be, high, medium or low impact.

Risk assessment: the identification of hazards, the calculation of risk and the reduction of that 
risk, either completely or to an acceptable level.

Good health and safety practices are all about reducing hazards and risks.
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Typical risks and hazards in the workplace also include:
• accidents due to poor lighting, uneven surfaces, steps, etc.
• infection from body fluids
• dealing with aggressive behaviour
• spillages, e.g. cleaning chemicals

Ask the learners to give examples of risks and hazards they will come across in their workplace 
as a security operative.

In relation to global (or critical) incidents such as pandemics, epidemics, acts of terrorism, etc. 
you must ensure that you follow all relevant health and safety policies and organisational 
procedures. In the case of a pandemic, you may find that you are required to work from home 
where possible, if this is not possible then you may be asked to wear additional PPE such as 
face masks when in the workplace. You can find further information on the .gov website and the 
World Health Organisation website https://www.who.int/ about current global incidents.
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Minimising risks to personal safety and security
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Class question: What items of personal protective equipment (PPE) might a security 
operative carry?
Click to reveal the answer.
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Security operatives will carry needle/slash-resistant and rubber gloves to protect themselves 
from both physical injury and body fluids. 

Face-shields are worn also to protect against body fluids. 

Metal detectors and/or mirrors are used for searching.
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It is important that safe routines are followed to avoid the risk of the above injuries. The following 
slides will introduce LITE, procedures to follow when lifting a load.
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Security operatives who work alone can be at high-risk in the workplace. 

They may feel isolated if they only have technological means with which to communicate with 
colleagues or call for assistance. 

Technology can often fail to work in the manner it was intended. 
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Security operatives must be aware of the colour, shape and purpose of each category of safety 
sign/signal.
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Prohibition signs mean that you are prohibited from doing something.
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Mandatory signs mean that you must do something. 
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Safe condition signs indicate where to go to for safety. 

123



Warning signs indicate a specific danger. 
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Fire safety signs indicate fire fighting equipment. 
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Hazardous substances signs warn you about dangerous chemicals. 
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Following any accident or medical incident, it is important to record all of the details relating to 
the situation.  The information contained in the accident or incident book can help employers to 
identify accident trends, so they can then improve practices and procedures on the site to 
prevent similar incidents.

These records may also be required for insurance and/or investigative purposes.
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Reports need to be made as soon as possible after the incident/accident has finished, while 
events are still fresh in the mind.
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Reporting of Injuries, Diseases and Dangerous Occurrences Regulations (RIDDOR)
For serious accidents, incidents and near misses at work, the employer or the designated 
‘responsible person’ is required by law to notify their local authority, the Health and Safety 
Executive (HSE) or the incident contact centre.  This can now be done online.
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The Data Protection Act/GDPR, covers any information related to a person or ‘data subject’ that 
can be used to directly or indirectly identify them. It can be anything from a name, a photo and 
an email address to bank details, social media posts, biometric data and medical information. 

The Data Protection Act will be covered in more detail later in the course.





Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.
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Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.
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Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.
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Completion of this module will enable learners to meet the following learning outcome:

Learning outcome 5: Understand fire procedures in the workplace

This includes assessment criteria:

5.1 Identify the elements that must be present for fire to exist

5.2 State the actions to be taken upon discovering a fire

5.3 Identify basic fire safety controls

5.4 Identify classifications of fire

5.5 Identify the different types of fire-fighting equipment

5.6 Identify the role of a fire marshal in the event of an emergency

This module includes the following interactive activities:

Key task 5



Fire safety measures
Fire safety on the premises or the site is important for both staff and any visitors or customers. 

If a fire occurs in the workplace, it could result in the disruption of the normal business activities 
and affect profitability.  

More importantly, staff and/or customers could be injured or even lose their lives.

Good fire safety is, therefore, everyone’s responsibility.
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Basic fire prevention measures can be extremely useful in helping to prevent the chances of a 
fire starting to begin with.

To help prevent the chances of a fire starting, everyone should be mindful of the following: 
• all non-essential electrical appliances should be switched off
• electrical points should not be overloaded
• all electrical equipment should be inspected regularly and maintained properly
• flammables must be stored safely
• ashtrays should be emptied regularly
• rubbish should be stored away from the building
• electric and gas fires must be kept well away from furniture
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Under the Regulatory Reform (Fire Safety) Order of 2005, (Fire (Scotland) Act 2005) employers 
must nominate a competent person to carry out a full fire risk assessment for the site, which 
must be documented.  

They must also provide their employees with any relevant information, instruction and training to 
ensure their safety while working on the site.

Employees such as security operatives must take responsibility for their own health and safety, 
and for that of others. They must be observant, vigilant and also cooperate with their employers 
in all matters relating to fire safety. This includes following any training and adhering to the fire 
plan.
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If any of these three elements are greatly reduced or removed, then the fire itself will be reduced 
or extinguished.

• HEAT - a minimum temperature is needed to start a fire and for it to continue.

• FUEL - fire needs something to burn, like solid fuel, oil or gas.

• OXYGEN - fire needs oxygen to burn, as it supports the combustion process.
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Fires are divided into types or classes. Each class requires a different method of extinguishing 
and so it is important that we understand the differences.

• CLASS A – Paper, wood, textiles, rubber, plastic, fabrics
• CLASS B – Flammable liquids, i.e. petrol, oil, paints and solvents
• CLASS C - Flammable gases, i.e. butane, propane
• CLASS D - Metal fires, i.e. magnesium, sodium 
• CLASS F - Cooking oils and fats

No class for fires involving electricity.
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Fire extinguishers:
• are generally used to fight small fires, in an effort to prevent them spreading and causing 

large-scale damage
• have a limited capacity, but they can be easily carried to the fire and quickly put to work
• are intended to be used by anyone who needs them, so it is important that all members of 

staff learn of their uses, locations and methods of operation
• should be sited in conspicuous locations on escape routes, such as next to exits and in 

corridors and should be mounted on wall brackets

Different types of extinguishers are designed to fight different classes of fire, so it can be useless 
or even dangerous to use the wrong type of extinguisher at the scene of a fire.
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• Explain chart.
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Explain chart.

All extinguishers should be inspected annually by a competent person, e.g. an extinguisher 
engineer.
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Fire alarms
Most commercial and business buildings now have their own fire alarm systems. These are 
designed to detect fires as soon as they start, raise the alarm and sometimes to call the fire 
brigade automatically.

Security operatives need to be aware of how their fire alarm system works and what they need 
to do themselves on hearing the alarm.
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Fire blankets
Fire blankets can be used to extinguish fires by smothering them.  They are often found in 
kitchens, as they are very useful for extinguishing fat fires in pans.
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Hose reels
Hose reels are long lengths of rubber hose on large drums positioned strategically around the 
site.  

The hoses are permanently connected to the mains water supply and are started by opening a 
valve before use.  

They can be quite heavy to unreel when needed, but are very effective when used as they 
provide a limitless supply of water.
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Dry and wet risers
Some buildings, particularly multi-storey ones, have riser systems built in.  

These systems consist of long water pipes running along the outside of the building and across 
the ceilings on each floor, allowing water to be dispensed via sprinklers to each floor in the event 
of a fire.

Wet riser systems have water in the pipes all the time, whereas dry riser systems need to be 
activated manually to send the water into the pipes.
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Flooding systems 
Flooding systems are designed to be used in unoccupied rooms where there are high value 
contents or areas where a fire may cause major disruption to the activities of the organisation. 
Examples might be archives, electrical equipment or switchgear. On detection of the fire, a fire 
extinguishing medium (most commonly CO2) will be discharged into the room to replace the air 
and extinguish the fire by smothering.
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Internal fire doors are used to help prevent or reduce the spread of smoke and flames from 
one room to another.  

They should be closed at all times, unless they can be closed electronically if the fire alarm 
activates.  

They should not be obstructed.

Fire exits are vital as a means of escape in the event of a fire.  

They should be clearly marked, must be unlocked when anyone is in the building and should not 
be obstructed on the inside or the outside.
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Fire alarm control panels
These are the warning and controlling units within a fire alarm system.

Once a possible fire emergency is detected within the building or somewhere on the site, usually 
as the result of a signal from a smoke or heat detector, the control panel alerts those monitoring 
it via various lights and audible alarms.

By understanding the layout of the control panel, security operatives can work out what type of 
an emergency it is, exactly where it is occurring and over what extent of an area.

A decision can then be made as to what appropriate action to take, be it to inform a supervisor 
and then search the area concerned, to call the fire brigade immediately with information to tell 
them about the incident itself and any secondary dangers there might be.

Some of the more sophisticated systems actually call the fire brigade, sound the fire alarm, 
unlock doors, cut off electricity and set off sprinkler systems automatically.

If security operatives are required to monitor a fire alarm control system as a part of their duties, 
they need to properly understand how it works and what actions they personally need to take in 
an emergency.
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Fire evacuation procedures
One of the most important roles for security operatives in the event of a fire will be ensuring that 
the site is evacuated quickly and safely.

Hopefully, both staff and visitors/customers that they should leave the building when they hear 
the fire alarm sounding.  Security operatives must be available to encourage people to leave via 
the safest exit, and to assist anyone who does not seem to know what to do.  Particular care 
needs to be taken to look after any vulnerable people like children, the elderly or those with 
physical or mental difficulties.

It is also important to try to avoid causing unnecessary panic.  Security operatives need to take 
control of fire incidents in an assertive but calm manner.  They need to show decisiveness, 
leadership and use clear, effective communication skills so that others understand how serious 
the situation is.

Security operatives also need to know where the fire assembly points are and what needs to be 
done once the building or site has been evacuated.
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Typical actions would include:
• raise the alarm – yell ‘fire’ to warn others
• operate the nearest manual call point (if fitted)
• call the fire service (999)
• evacuate the area
• restrict access and isolate the fire
• report to the assembly point
• only attempt to fight the fire if it is safe to do so and you have been trained
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Evacuation procedures need to be practised.

Remember the five Ps:
• P - Planning and
• P - Preparation
• P - Prevents
• P - Poor
• P - Performance  

If security operatives act promptly and correctly in times of emergency, they can help save time 
in the evacuation, keep themselves and others safe, assist the emergency services, prevent 
injuries and save lives.
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Fire wardens (sometimes called fire marshals) are members of staff who are nominated to take 
responsibility for a particular area with regards to fire safety.  The numbers of nominated 
wardens/marshals will vary depending on the size of the site and the numbers of people 
involved.

Under the Regulatory Reform (Fire Safety) Order of 2005, (Fire (Scotland) Act 2005) they are 
there to assist the designated person responsible for fire safety generally.
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The following list, although not exhaustive, details some of the specific duties usually 
given to fire wardens/marshals:
• assisting with fire risk assessments
• checking that all exit doors and escape routes are unlocked and unobstructed
• ensuring that all fire extinguishers are in the correct position with seals in place
• checking that all safety signs are clearly visible and in the correct place

List continues on following slide. 
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The following list, although not exhaustive, details some of the specific duties usually 
given to fire wardens/marshals:
• making sure that all alarm call points are unobstructed and working correctly;
• checking that all fire doors are closed and functioning properly;
• ensuring that corridors and walkways are kept clear;
• ensuring that assembly points are clearly marked and easily accessible; and
• reporting any equipment faults
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During a fire situation, their duties will include:
• sounding the alarm/calling the fire service
• assisting with the evacuation (strangers and vulnerable people)
• fighting the fire if it is safe to do so
• ensuring everyone is out of the building
• closing doors and windows
• manning the assembly point;
• taking or assisting with the roll call
• assisting the fire coordinator
• liaising with the fire service
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Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.
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Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.
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Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.
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Completion of this module will enable learners to meet the following learning outcome:

Learning outcome 6: Understand emergencies and the importance of emergency 
procedures

This includes assessment criteria:

6.1 Identify the key emergency terms

6.2 Identify different types of emergencies within the workplace

6.3 Recognise how people react when emergencies occur

6.4 Identify actions to be taken in an emergency situation

6.5 Identify the role of the security operative in relation to first aid incidents

6.6 Recognise evacuation principles

This module includes the following interactive activities:

Key task 6



Emergencies
An emergency is any incident/situation that is unexpected and serious, that could threaten safety 
or cause serious disruption and therefore requires immediate attention.

Security operatives may come across or could be called to any number of serious incidents in 
the workplace, and it is important that they know how to deal with them promptly, efficiently and 
safely.
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Emergencies 
Emergencies can include: 
• incidents 
• occurrences 
• accidents 

an incident/occurrence could include:
• a fight, power cut or drug overdose

an emergency could include health
• emergencies such as epileptic seizure, anaphylactic shock, heart attack etc.

an accident could include someone
• falling down steps or slipping on a wet floor



We can place incidents generally into three camps:
Emergencies are life-threatening incidents requiring immediate attention and probable 
deployment of emergency services.



Types of emergencies and the actions to be taken

Examples of emergencies that security operatives may become involved in include:
• power system/equipment failures 
• floods
• actual or threatened serious injuries 
• serious illness 
• bomb threats 
• fires 
• terror threats 

All incidents need to be dealt with immediately and will often require the emergency services to 
be contacted. 
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Fires, floods, power cuts, gas leaks and chemical spillages are normally dealt with by activating 
the alarm and then evacuating the site.  The emergency services should be called once the 
evacuation has been started.
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In a situation where a gas leak is suspected, once the evacuation has been started security 
operatives should try to ensure that no one smokes or switches on any lights or electrical 
equipment in the area, as even a small spark could cause an explosion.  Where possible, doors 
and windows should be opened to try to disperse the gas.  If possible, the gas supply should be 
turned off at the mains. 
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Road traffic accidents are normally dealt with by the police.  An ambulance may also be required 
if serious injuries are sustained.

Incidents of violence may be dealt with by removing the instigators from the site, by calling the 
police or by making arrests if serious injuries are sustained.  First aid may also be required. 
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It is important that all security operatives know and follow correct procedures for any of these 
emergencies. You need to ensure your own safety as well as the safety of others in dangerous 
situations. You may need to call and assist any of the emergency services.

You will need to take control of situations professionally and calmly and follow the correct 
procedures so that other people do what is safest and best for themselves until the situation is 
resolved.
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Serious crimes that occur on the site will normally be dealt with by calling the police.  Containing 
any suspects and crime scene preservation must also be considered.

First-aid incidents, where staff or visitors/customers are injured or become ill, should be dealt 
with by a trained first aider.  In serious incidents an ambulance should be called.
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If you need to call for the emergency services, call 999.  This will put you through to the 
emergency services operator.  

The operator will ask you for the following information:
• which service you require (police, fire, ambulance)
• the telephone number you are calling from (in case you are cut off or for a call back)
• your exact location (address and postcode)
• type of incident
• number of casualties
• extent of injuries
• any other dangers or hazards
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Fight or flight
It is important that learners understand what happens to themselves and others when confronted 
by either conflict or frightening/threatening situations. Only then can they plan what is the best 
way to react and how to treat others when conflict arises.

If someone becomes angry and starts to threaten a security operative, the security operative will 
automatically start to use the emotional side of their brain more than the rational side.  It is the 
natural human response to a threat/potential threat to wellbeing and safety. 

If, as humans, we did not get frightened in such situations, our brains and bodies might not be 
prepared to be able to react quickly enough or in the proper way if we did actually need to 
protect ourselves.

When we become frightened our bodies will automatically go into what is called fight or flight
mode.  This is because of the basic natural animal instinct in us all to help us to survive 
potentially dangerous situations.

Fight or flight prepares our brains and bodies to:
• stand and physically fight off an attack (FIGHT)
• run away from the situation to keep ourselves safe (FLIGHT)
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Advise the learners that during fight or flight, their bodies will release the hormone adrenaline 
into their systems to increase their physical ability to fight or run away.  This adrenaline rush will 
increase their heart rates, pumping extra blood and oxygen to the muscles they need to use.

During fight or flight, eyes will widen to take in as much of the situation as possible, although 
sometimes attention will be centred directly onto the threat itself, causing what is often called 
tunnel vision.

Sense of hearing also intensifies, again to try to allow in as much information about the threat as 
possible.
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Once the situation ends, whether that is by the security operative having halted or fought off the 
threat, or whether they have been able to get away from it, their brain/body will begin to calm 
down again in an attempt to get back to normal.  

Their body will slowly return to its natural relaxed state and as they calm down, their brain will 
return to thinking with the rational side again.
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However, if our brains and bodies do not return to their natural conditions as they should, then 
we can go into a state known as shock.  This normally only happens after a particularly 
threatening or frightening situation though.
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The main aims of first aid are to:
• preserve life
• prevent the condition from worsening
• promote recovery
• obtain qualified assistance

190



As a security operative you must know your site’s policy for providing first aid, you must know 
what you are expected to do in a medical emergency, and you must know who the designated 
qualified first aiders are on the site.  You may even be required to undergo first-aid training 
yourself.
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If you are trained to do so you may be required to administer first aid in times of emergency.  If 
you are, remember the following:
• ensure your own safety first
• assess the situation
• control the situation
• diagnose the injury/illness
• save life
• send for appropriate medical assistance
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• call the first-aider if you are not qualified (if you are, you may still need support)
• know when to call an ambulance; you or the first-aider may be able to deal with a minor injury, 

but it is very important that you know when to call an ambulance - always take guidance from 
a qualified first-aider

• ensure that onlookers are kept to a minimum but also monitor anyone who has remained for 
signs of shock

• provide as much of a physical block as you can, to protect the dignity of the casualty and 
prevent onlooking

• direct the ambulance to the casualty (if you are not the first-aider)
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As mentioned previously, it is important to record all details relating to injuries sustained on the 
site, whether they are sustained through accidents or criminal actions. 

The information contained in the accident book can often help employers to identify accident 
trends and improve the general health and safety of the site. These records may also be 
required for insurance and/or investigative purposes. 
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Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.





Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.





Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.





Completion of this module will enable learners to meet the following learning outcome:

Learning outcome 7: Understand how to communicate effectively as a security operative

This includes assessment criteria:

7.1 Identify the different types of communication

7.2 State the importance of effective communication

7.3 Identify the benefits of teamwork in the private security industry

7.4 State the principles of customer service

7.5 Recognise diverse customer needs and expectations

This module includes the following interactive activities:

• group exercise – the make-up of communication (discussion)

Key task 7



Communication
Security operatives will regularly come into contact with members of the public. They will also 
regularly interact with other members of staff and people from other organisations and therefore 
need to have effective communication skills.



How we communicate
SENDER   – ENCODES THOUGHTS   – SENDER SENDS   – RECEIVER RECEIVES



Group exercise - the make-up of communication

• WORDS - the actual words used     7%                                    

• TONE - how we say those words        38%                            

• BODY LANGUAGE - all other non-verbal signals 55%

The actual percentages are disputed from theory to theory. Discuss with your groups 
whether you think the percentages are accurate or nonsense.



Verbal communication is the use of words and tone to convey a message when interacting 
with another person. 

Remind learners that while the words they use are important, so is the tone they use to express 
those words - it’s not just what you say, but how you say it that counts. 

Verbal communication includes:
• speaking
• listening
• reading (aloud)
• pitch and tone of voice



Non-verbal communication is everything else that people do when communicating with 
another person on a face-to-face basis.

Non-verbal communication includes:
• gestures
• stance
• eye contact
• facial expression
• written communication (pictures, signs, script, text messages etc.)







Effective communication in a team is essential





Diverse customer needs 
All customers are different people, with differing needs and expectations. Customers may:
• come from different countries
• have different faiths/religions
• be from different age groups
• have different levels of physical/mental ability

People form their own personal values as they grow up. The following factors all contribute to 
how a person’s values are formed: 
• where they were born
• where they live
• how they were brought up
• their friends and family
• their jobs

Security operatives need to factor in the above and based on this, choose the most appropriate 
and effective way to deal with each particular customer.

For example, security operatives would speak to a distressed young child in the street very 
differently to the way they would treat a drunk, aggressive customer outside a pub.  Both are 
customers if they have to be dealt with as part of their duties, but both would need to be dealt 
with differently because of their different values, needs and expectations.

Consider the Jamie Bulger case (child who was tortured and killed by other children) or any 
other example you prefer.















The phonetic alphabet
In the phonetic alphabet, all the words used to represent the letters sound different, so there is 
no confusion about what people are saying.

Security operatives may need to use the phonetic alphabet during the course of their duties, as 
they may well have to use the telephone or radio to communicate with other members of staff, 
outside organisations or members of the public.

It is important that this is always done professionally and politely and that security operatives 
always remember to use clear language.

Effective telephone/radio communication between security teams and other people on-site is 
essential and helps to deal with incidents swiftly and efficiently.



LETTERS
A – Alpha
B – Bravo
C – Charlie
D – Delta
E – Echo
F – Foxtrot
G – Golf
H – Hotel
I – India
J – Juliet
K – Kilo
L – Lima
M – Mike
N – November
O – Oscar
P – Papa
Q – Quebec
R – Romeo
S – Sierra
T – Tango
U – Uniform
V – Victor
W – Whiskey
X – X-ray
Y – Yankee
Z – Zulu

NUMBERS
0 – Zero
1 – Wun
2 – Two
3 – Tree (three)
4 – Fower (four)
5 – Fife (five)
6 – Six
7 – Seven
8 – Ait (eight)
9 – Niner (nine)

Try asking the learners to spell another person or their own name phonetically.



Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.





Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.





Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.





Completion of this module will enable learners to meet the following learning outcome:

Learning outcome 8: Understand record keeping relevant to the role of the security 
operative

This includes assessment criteria:

8.1 State the importance of accurate record keeping 

8.2 Identify the types of records that may need to be completed

8.3 Identify what information to include in records

8.4 Demonstrate the accurate completion of an evidential statement (Section 9 Statement)

8.5 State the process of attending court to give evidence

This module includes the following interactive activities:

• class question: Why is accurate record-keeping important?

Key task 8



Class question: Why is accurate record-keeping important?
• You may need to refer back to an incident months or years after the event
• Memories can alter with time, particularly when an incident is discussed with others



Types of reports will vary from company to company
Security operatives need to ensure that they know what records they are required to use at their 
venues, where they are kept and how to complete them. 

These various reports provide a permanent written record of incidents that have happened and 
can be used to refresh security operatives’ memories prior to giving evidence in court.

They can also be used to assist the site/venue to comply with the law, assist outside agencies, 
protect security operatives from malicious allegations and can help to justify any actions they 
have taken.
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Incident reports
Records need to be completed as soon as possible following the incident. They should be purely 
factual, without personal opinion and each separate report should be signed, dated and timed.
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Using notebooks
While full incident reports can be completed in the relative comfort of an office or staffroom, there are 
occasions when security operatives may need to make accurate, timely notes while working at the scene 
of an incident. 

To ensure that sufficient details about a routine or unusual event are taken at the time, door supervisors 
will often need to use notebooks. 

A fuller report can be made of the incident later, using the information in the notebook taken at the 
time.
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Notebooks need to be completed in black ink and notebook rules should apply. 

The mnemonic ‘NO ELBOWS’ is a useful way of understanding and remembering the general rules for 
when using notebooks:

No     Erasures 

No     Leaves (pages) torn out
No     Blank spaces       
No     Overwriting
No     Writing between the lines
and    Statements in direct speech
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Reporting procedures

Basic information will always be required.
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Formal police statements are often referred to as a Section 9 statement.

NI: The Police and Criminal Evidence (Northern Ireland) Order 1989.



• If security operatives are required to make a statement, the police will provide help
• They will ask questions about the incident 
• Security operatives are entitled to write their own statements, but this is not recommended 





How the SO felt, e.g. frightened, in fear of being assaulted etc.





Identification in statements
Should security operatives be required to describe a person they have seen in a statement, as 
well as giving as complete and accurate a description as they can, they should also cover the 
following points:
• how long they observed the person for.
• how far away the person was from them.
• what the lighting conditions were like at the time.
• whether their view of the person was impeded in any way.
• whether they have ever seen the person before and if so, how many times.
• whether they had any special reason for remembering the person.
• if they subsequently identified the person to police, how much time passed between originally 
seeing them and the identification?
• any differences between the security operative’s descriptions of the person and how they 
looked when they identified them to the police



If security operatives cover all of these points in their statements, they will be providing good 
evidence for the prosecution where the case depends on the identification of the accused and 
shows a professional understanding of both the rules of evidence and the importance of proper 
descriptions and identification.



Attending court

• Courts are designed to intimidate the guilty, however this can also intimidate the witnesses 
and innocent parties

• Security operatives may refer to their notebooks, however the defence may also see the 
relevant entries

• Security operatives should always take the advice of their solicitors/CPS but only ever tell the 
truth
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Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.
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groups in the classroom.





Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.





Completion of this module will enable learners to meet the following learning outcome:

Learning outcome 9: Understand terror threats and the role of the security operative in 
the event of a threat

This includes assessment criteria:

9.1 Identify the different threat levels

9.2 Recognise the common terror attack methods

9.3 Recognise the actions to take in the event of a terror threat

9.4 identify the procedures for dealing with suspicious items

9.5 Identify behaviours that could indicate suspicious activity

9.6 Identify how to respond to suspicious behaviour

This module includes the following interactive activities:

Key task 9



Terrorism
The use of violence, threats and intimidation, especially in the pursuit of political aims. 
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Public, commercial and retail premises, as well as places of entertainment could all become targets of 
either bomb threats or actual terrorist attacks.

Security operatives need to be aware of:
• what is currently happening around the world and in their particular area
• any recent terrorist attacks or threats

• the location of their own site in relation to other possible targets nearby
• where the site itself is famous or important in its own right
• the vulnerability of the site to attack
• the current level of threat nationally
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NATIONAL THREAT LEVEL DEFINITIONS:
• CRITICAL- an attack is highly likely in the near future 
• SEVERE- an attack is highly likely
• SUBSTANTIAL - an attack is likely 
• MODERATE - an attack is possible but not likely
• LOW- an attack is highly unlikely

Threat levels themselves do not require specific responses, however it is important that security 
operatives are aware of the different response levels and what moving from one level to another 
means for the location they are working in and the plan that is in place. 

www.mi5.gov.uk/threat-levels
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Counterterrorism reduces the chances of a site becoming a target.  Threats can be 
reduced if security operatives:
• are vigilant 
• maintain good housekeeping 
• use physical security measures 
• carry out regular, obvious patrols 
• implement strict access control procedures 
• use effective search procedures 
• visibly use CCTV 
• report suspicions to supervisors or managers immediately 

It is important to know what information emergency response require and have an awareness of 
emergency response times.



By gathering information on the target, terrorists are able to decide their preferred method of 
attack.



Attack methods can vary and there may be instances where periods of training and rehearsals 
may precede the actual attack. 

Marauding terror attacks (MTAs) can include the use of firearms, knives, blunt objects etc. 

Vehicle as a weapon (VAAW) is also known as vehicle ramming.



In the rare event of a terror attack, security operatives should encourage members of the 
public to: 
• RUN – to a place of safety 
• HIDE – if you cannot run, hide 
• TELL – call 999 (response times may vary according to locations)







Tell
If able to evacuate the premises, security operatives should stop others from entering and get as 
far away from the danger as possible (but only if this does not put them in danger).





Following procedures during an attack can help preserve life.



Pros and cons for invacuation and evacuation 







Safety distances: 
• distances v suspicious item size:

• small items: 100m
• large items or small vehicles: 200m 
• large vehicles: 400m or the length of a football pitch

How to visually represent safety distances e.g. football field/London bus.





Inform relevant people:
• manager
• supervisor
• the police 

Don’t use radios or mobile phones around suspicious packages as they may trigger explosives . 
Keep a distance of 15m when using communication devices. 



The four C ‘s:  
• Confirm 
• Clear 
• Communicate 
• Control 



Suspicious activity is any observed behaviour that could indicate terrorism or terrorism-related 
crime. 

Security operatives need to be familiar with the different methods of observing suspicious 
activity, including: 
• people
• places 
• vehicles 
• locations 



You should use your customer service skills to disrupt potential hostile reconnaissance, having a 
professional, visible presence is a tool that all security operatives can use to deter hostile 
reconnaissance.
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Suspicious behaviour may also include:
• an interest other security measures that are in place (as well as CCTV)
• parked vehicles with people inside
• empty parked vehicles left unattended for long periods
• making unusual requests for information
• individuals avoiding security staff
• breaching restricted areas
• inappropriately dressed for the season/location
• individuals carrying out activities inconsistent with the nature of the building or area
• multiple sightings of the same suspicious person, vehicle or activity
• carrying large amounts of cash
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• Non-urgent information about terrorism should be passed to the anti-terrorist hotline on 0800 
789321.  This line is covered all the time by specialist counterterrorism police officers

• Urgent information should be passed using the 999 system
• Report online https://act.campaign.gov.uk/
• Non-emergency, call 101
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Current initiatives
• See, Check and Notify is a current awareness strategy that aims to help businesses and 

organisations maximise safety and security using their existing resources. 
• ACT awareness e-learning has been developed to support the United Kingdom’s strategy for 

countering terrorism. This e-learning provides nationally recognised corporate CT guidance to 
help people better understand and mitigate against counter-terrorist methodology. ACT e-
learning https://ct.highfieldelearning.com/



For additional support and guidance, signpost to:
• CPNI  website
• NaCTSO website 





Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.
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Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.
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Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.
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This list is not exhaustive.

In all cases report to line manager, supervisor or venue manager or use the confidential anti-
terrorist hotline.

If life threatening call 999.
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Completion of this module will enable learners to meet the following learning outcome:

Learning outcome 10: Understand how to keep vulnerable people safe

This includes assessment criteria:

10.1 Recognise duty of care with regard to vulnerable people

10.2 Identify factors that could make someone vulnerable

10.3 Identify actions that the security operative should take towards vulnerable individuals

10.4 Identify behaviours that may be exhibited by sexual predators

10.5 Identify indicators of abuse

10.6 State how to deal with allegations of sexual assault

10.7 State how to deal with anti-social behaviour

This module includes the following interactive activities:

• class question: What behaviours might indicate a sexual predator?

• class question: What behaviours might indicate abuse?

• class question: What is anti-social behaviour?

Key task 10



Discuss the difference between moral and legal obligations and when they might apply. 

Employers have a moral and legal duty under the Health and Safety at Work etc. Act 1974.



Vulnerable people
As part of customer service and their roles in protecting people from harm, security operatives 
need to be aware of any people who may be classed as vulnerable (people who may be at more 
risk of harm than others).

Security operatives need to carefully consider the implications for vulnerable children and young 
adults either passing or leaving venues/sites. They need to consider whether they require 
medical attention, whether they have friends/family nearby and whether they have all of their 
belongings with them.

They need to question whether they appear to fit into any of the above categories.

Security officers need to look out for the following behaviours from vulnerable people under the 
following categories:

• drink/drugs – reduced inhibitions, over-friendly, uncoordinated, aggressive, inability to make 
informed decisions, unaware of own abilities/limitations

• alone/unwanted attention – distressed, being followed/threatened
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Invisible disabilities – physical, mental or neurological conditions that limit a person’s movement, 
senses or activities that are invisible to the onlooker.
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Actions towards vulnerable people
In your professional judgement, if they appear to be vulnerable, you need to consider what help 
they might need. 

Local safe havens/safety initiatives – e.g. those run by St John Ambulance or ‘Ask Angela’.
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Effective sexual predators do not seem to be a predator to the victim.
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Sexual predators may have a preference as to who they target. 

This may be a sexual preference alone or an additional factor such as young or intoxicated.
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Class question: What behaviours might indicate a sexual predator?

Sexual predators
Security operatives must be able to identify the behaviours that may be exhibited by sexual 
predators. 

It is important that learners remember that sexual predators don’t look just one particular way, 
but are all genders, shapes and sizes. 

Re. buying gifts for vulnerable people – sexual predators may give gifts to those in 
poor/unsettled homes, e.g. offering to share a gaming console with a financially poor person or 
offering refuge during a divorce.

Re. suspicious behaviour around certain times/venues – venues could include schools/play 
areas/pubs/clubs etc. 

Re. inappropriate use of technology – predators could use phones, for example, to upskirt 
(taking a photograph underneath a woman’s skirt/dress without her consent).



Class question: What behaviours might indicate abuse?

Indicators of abuse 
Abuse can be mental as well as physical, so an abuser may be able to both mentally and 
physical restrict an individual’s freedom. 

Unexplained bruising may be clearly visible to security operatives, however individuals may be 
able to keep their bruises/injuries hidden. 

Security operatives may be able to pick up on a change in personality/circumstance from a 
regular customer or colleague which could be indicating that mental or physical, or both types of 
abuse are occurring. Changes in personality/circumstance could be for the better or worse.



Allegations of sexual assault 
Security operatives regularly wear uniforms. Some people find this reassuring and may choose to tell 
the operative about the abuse that they have been subjected to. This is called a disclosure.

Every organisation has a policy on what action to take if a member of staff or customer discloses 
information to them. Security operatives must follow the procedures when dealing with 
allegations of sexual assault. They must in the first instance:
• safeguard the victim by making sure they have a safe space to stay that is separate from the 

assailant
• inform their manager/supervisor as soon as possible
• notify the police
• record and document all information at the first opportunity



Class question: What is anti-social behaviour?

Anti-social behaviour
Security operatives should always try to be positive and productive in their attitudes when 
dealing with members of the public that are demonstrating anti-social behaviour.

• Source https://www.thamesvalley.police.uk/advice/advice-and-information/asb/af/antisocial-
behaviour/

• Simplify to bullying, graffiti, etc.

https://www.thamesvalley.police.uk/advice/advice-and-information/asb/af/antisocial-behaviour/


Anti-social behaviour
Further ways in which to deal with anti-social behaviour are detailed on the next slide. 





Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.
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groups in the classroom.



This list is not exhaustive



Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.





Completion of this module will enable learners to meet the following learning outcome:

Learning outcome 11: Understand good practice for post incident management

This includes assessment criteria:

11.1 Identify sources of post incident support available

11.2 State why accessing support following an incident is important

11.3 State the benefits of reflecting on incidents

11.4 Identify why it is important for security operatives to contribute to improving practice

This module includes the following interactive activities:

Key task 11



No one is immune from shock or post-traumatic stress disorder (PTSD).

Most people will be affected at some point in their lives, whether the effects are temporary or 
long-term. 

Experiencing stress or PTSD is not a sign of weakness.
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Accessing help and support following conflict
Because of their varying degrees of experience and exposure to conflict, people cope with stress 
in different ways

Incidents where people are abused, threatened or even assaulted in the workplace can have 
various different impacts and so all security operatives need to be aware of what is available out 
there to help them if they need assistance or support following a traumatic incident.
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Responses to incidents 
Ensure that learners are aware that something that might not affect them could well affect one of 
their colleagues and vice versa.
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MIND also have some very informative online guides for staff and managers.



Reflecting on and learning from conflict
The above is especially true when it comes to how people deal with conflict, anger, aggression 
and violence.

There are 6 basic steps to take following an incident of violence in the workplace.
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STEP 1  Reflect on what happened
• Look for the good and bad in all cases.
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STEP 2   Recognise trends and any poor practice
• Are staffing levels sufficient?
• Has the footfall increased, is it seasonal, etc.?
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STEP 3   Share good practice
• People often forget to accept praise for a job well done.
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STEP 4   Learn from what happened
• Remember, there is such a thing as the ‘bad shift’. Sometimes improvements cannot be made 

as the circumstance is highly unlikely to arise again.
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STEP 5   Update policies, practices and procedures
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STEP 6   Monitor progress
• Always consider the possibility of legal action being taken against the company. Due diligence 

may protect the contract and therefore jobs.
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The proper debriefing of these types of incidents can help security operatives to improve how 
they deal with similar problems in the future. 

Organisations can use data that has been collected for licensing hearings and they may even be 
able to reduce the chances of them happening in the first place or even stop them from 
happening at all. 

If they do occur, security operatives should be able to provide an agreed, common positive 
response each time, automatically improving their own safety. 
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Like all industries, the security industry needs to continue to evolve and progress. 

Security operatives have the responsibility to ensure that they continually contribute to improving 
practices within the industry. 



Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.
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This list is not exhaustive.
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Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.








