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Tutor guidance and general advice
• Carefully study the training pack and ensure that you are familiar with its contents.
• On this first slide, enter your name in the space provided. The date will update 

automatically.
• Ensure you have a full set of training aids to enhance your lecture.
• Include any additional aids you intend to use with the list provided.
• Add the visual aids and examples of group exercises, handouts, newspaper articles, 

anecdotal stories and jokes you intend to use at the relevant page of each of these 
notes.  Any omissions or new information you wish to include in the lecture should 
also be added.

• Group work and interactive sessions are an essential feature of any successful 
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course. Several examples are included with the pack. 
• Ensure that there are adequate strategically timed breaks and always finish on 

time.
• Lecturers should arrive at least 30 minutes prior to the lecture to check: 

• All equipment is working satisfactorily, that they know how to operate it 
and participants can clearly see and read the information projected

• The projector is properly focused and the screen is clearly visible from 
all parts of the room; ensure it is safe and there are no trip hazards 
caused by wires. It is also useful to have a spare bulb and to know how 
to change it. 

• The lecture room is arranged to suit the style of lecture and the visual 
aids being used.

• The PowerPoint™ slides in this pack will enhance your lecture.
• Always face the audience when speaking and do not address your comments 

to the screen, with your back to the participants.
• If you have any suggestions for improving this training pack or would like any 

specific amendments, please do not hesitate to contact Highfield on 01302 
363277.

Good luck with your course.



Module 3: Application of Conflict Management in the Private Security Industry

This training presentation covers the learning outcomes and assessment criteria for unit 
3: Application of Conflict Management in the Private Security Industry (level 2 Award for 
Door Supervisors in the Private Security Industry qualification).



This can be made interactive by encouraging delegates to suggest ground rules.

Examples may include:
• confidentiality/anonymity or at least not mentioning names
• being open
• participating



The above symbols are primarily for tutors so that you know when a class question or exercise 
may be appropriate. 



This module covers:

• the principles of conflict management to the role

• recognising, assessing and reducing risk in conflict situations

• problem-solving techniques

• communication to de-escalate conflict



• 4 modules in total
• Comprehensive tutor notes 
• Class discussion topics and class questions
• Key tasks at the end of each module should be answered by all learners simultaneously to 

ensure everyone understands before moving to the next module.
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Module 1

Completion of this module will enable learners to meet the following learning outcome:

Learning outcome 1: Understand the principles of conflict management appropriate to the role

This includes assessment criteria:

1.1 Identify situations that can lead to conflict

1.2 State how positive and constructive communication can be used to manage conflict

1.3 Recognise why it is important to be familiar with policies and procedures relating to workplace violence

1.4 Identify the stages of escalation in conflict situations

1.5 Recognise the stages of the attitude and behaviour cycle

This module includes the following interactive activities:

Key task 1



Conflict is often defined as a serious difference between two or more opinions, principles or 
interests.
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Conflict management is the practice of recognising and dealing with such conflict in a rational, 
balanced and effective way.
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Situations that can lead to conflict
When working across different sites or venues, there are several situations that can lead to 
conflict, for example: 
• misunderstandings – could be terminology, e.g. is the term ‘sick’ a good sign or bad?
• poor communication – e.g. mumbling etc.
• lack of planning – e.g. no one likes to be kept waiting unnecessarily
• unrealistic/unfair expectations – e.g. believing something can be done in less time than is

realistic
• attitudes – e.g. the person may not like authority
• frustration and stress – e.g. the person cannot get what they want, even though they may

have ordered it in advance
• substance and alcohol use - can affect an individual's perception and reactions.



Discuss early recognition and intervention to reduce the escalation of conflict situations.
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Work related violence
Knowing what to report, how to report it and to whom is vital knowledge for all security 
operatives. 

There is concern that the security sector does not report many of the injuries that occur as it is 
seen to be a hazard of the job.
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Section 2 of the Health and Safety at Work etc. Act of 1974 (Health and Safety at Work 
(Northern Ireland) Order 1978) places a legal responsibility on employers to…
ensure, so far as is reasonably practicable, the health, safety and welfare at work of all 
his employees’.
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Employers are required by law to do everything they reasonably can to help minimise or 
remove any risk to their employees, including violence towards their staff. 



Employees, including security operatives, also have responsibilities under the legislation. 

Section 7 of the Health and Safety at Work etc. Act says that an employee must ‘take 
reasonable care for the health and safety of himself and of other persons who may be 
affected by his acts or omissions at work’.
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Workplace violence
It is best practice to report all incidents of violence in the workplace, whether it be a threat or 
verbal abuse. 

Appropriate reporting helps to pick up trends or particular triggers for aggression in the 
workplace, which will allow employers to ensure that their policies and procedures are up to date 
and effective. 

When incidents of actual violence occur, proper records may also be required for insurance 
and/or investigative purposes. How such incidents should be reported will be detailed in your 
organisation’s policies and procedures relating to the workplace. 

They will also help set the expectations for both staff and customers as to what behaviour is and 
is not acceptable and help reduce risk of litigation and harm to self and others.



Every time a security operative deals with a customer or member of the public, it is called an 
encounter.

Security operatives must be aware of the appropriate attitudes to adopt when dealing with 
various types of people/situations.

The correct and conscious use of effective communication skills should mean that conflict 
situations are kept to a minimum. 
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An old expression of ‘you reap what you sow’ is still relevant to how we are perceived and 
therefore the response that we may provoke from the customer. 
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Some customers believe they are entitled to discounts or that 12 pints of lager, a punch up and a 
kebab (not necessarily in that order) is a good night out. 

If they are not told how to behave, they may not think it is inappropriate. Consider social values.



Conflict situations escalate in stages.

FRUSTRATION – the customer possibly appears confused and may question why they are not 
receiving the response they wanted from the security operative. For example, if a venue 
operates a no trainer policy but the customer is wearing trainers that cost £250, the cost of the 
footwear means that the customer does not feel that they are trainers.  

ANGER – the customer has passed the stage of frustration and becomes angry with security 
operatives for not complying with their wishes . When angry, customers tend to raise their voices 
and will often become more visibly tense. They may also start to use more vulgar or abusive 
language. 

AGGRESSION – leads to the use of insults that are more personal to the security operative. The 
customer may try to invade their personal space, use finger-pointing or other forms of physical 
signals to try and intimidate them. 

VIOLENCE – the customer attempts to or actually physically assaults the security operative. 

Different people have different physical and vocal indicators that suggest the emotions that they 
are currently feeling. Security operatives should always monitor their body language and 
maintain their personal space to reduce the potential for physical contact.
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Attitude and behavior cycle 
The Behavioural Cycle is a model that can work in a positive or negative cycle. 

It is important that the initial impression that security operatives portray to the customers is 
positive, as this will reduce the likelihood of conflict occurring.

The security operative is ‘my’ in this model and the customer is ‘your’.

This cycle can be positive, in which case it should be left alone. 



My attitude is the way I am feeling. I cannot change that instantly. I can however smile and 
pretend to be happy. Eventually I might even cheer myself up. If I wallow in my own misery, I will 
just become more upset and angrier. 

When the controlling attitude (my) is negative, conflict is inevitable in most cases.



It is important, therefore, that as a security operative, you always try to show that you have a 
positive attitude to a situation by displaying positive behaviour towards the other person.

The cycle can be broken at the ‘my behaviour’ stage - you may not be feeling happy but you can 
make the choice to give the impression to others that you are.





Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.





Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.





Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.





Module 2

Completion of this module will enable learners to meet the following learning outcome:

Learning outcome 2: Understand how to recognise, assess and reduce risk in conflict 
situations

This includes assessment criteria:

2.1 Recognise the potential risk posed in a conflict situation

2.2 Identify factors that can trigger or inhibit a range of responses in self and others

2.3 Identify a range of responses to conflict situations

2.4 Recognise the stages in de-escalating conflict  

2.5 State the importance of positioning and exit routes

This module includes the following interactive activities:

• class question: What factors can cause conflict?
• class question: How could your behaviour trigger someone into using aggression towards 

you?
• class question: How can the fight or flight response be triggered?

Key task 2



If you can learn to recognise these signs of escalation, then you can prepare yourself both 
physically and mentally for any imminent attack. It will also give you time to summon the 
assistance of either other security staff or the police, as well as time to consider your options 
regarding the use of force.



Hazard awareness is a skill that is learnt over time.

Discuss some of your own experiences with your group when you have correctly or incorrectly 
assessed a risk.



They are called dynamic risk assessments because they are ongoing. When conducting a 
dynamic risk assessment, you should continually monitor, review and recognise conflict to 
eliminate or reduce the risk. You should always take action and react appropriately to the 
situation at hand.

Some learners find this term complicated. 

Simplify with examples, such as crossing the road or drinking a hot drink.





Dynamic risk assessment
Before security operatives start to deal with any situation, they need to use TACT.

Using the TACT model will help security operatives to keep themselves safe and ensure that 
they take the most appropriate course of action to resolve the situation.

Remember whatever action you take could have serious short and long-term effects on you, 
your colleagues and the subject.



Assessing specific aspects of the threat
A simple yet effective way of assessing specific threats in relation to the situation where the 
incident is taking place, the person or people involved and any potential weapons, is to use the
SEW model.





This is in effect an introductory slide to the concept of problem-solving and de-escalation 
techniques. 

You may discuss them at this point or refer to the slides that appear later in the presentation.



Acting in the above way will help security operatives to prevent themselves from harm.



Class question: What factors can cause conflict?

Factors and triggers of conflict situations:
• actions or inactions – if this is not what the customer wanted or expected, it may escalate 

the situation (e.g. refusing entry/requesting someone leaves the premises)
• behaviours (self and others) – consider body language, tone and words (e.g. being rude 

to/about a person or ignoring someone who wants your attention). These can be 
misinterpreted or thought to be aggressive.

• situations – if something has already gone wrong inside or outside of the premises/site. The 
customers may be already having a bad day.

• emotions – someone may have had a personal bereavement, injury or just be angry. These 
are often blocks to effective communication.

Other examples of Factors my include:
• actions – refusing entry or requesting someone leaves a premise

• behaviours – being rude to or about a person, ignoring someone who wants your attention

• situations – peer pressure (appearing brave or stupid in front of your friends or family)

• emotions – anger, fear of losing







Common triggers
People can be triggered into using aggression or violence for many reasons, including:
• a difference in perception – being asked for ID when they are 26 years old prior to entering

a pub/club or buying an age-restricted item
• conflicting goals – being told to wait as a venue is full or someone is busy
• difference in personal values – is swearing acceptable in a normal conversation?
• misunderstandings – the use of language can be misunderstood, e.g. LOL in a text. It is

laugh out loud or love you lots?
• poor communication – mumbling so the customer cannot hear you, refusing to make eye

contact with someone, ignoring someone, etc.



Class question: How could your behaviour trigger someone into using aggression 
towards you?



Class question: Answers

Common triggers
People can be triggered into using aggression or violence if they feel that they are being:
• ignored
• rejected
• disrespected
• patronised
• embarrassed
• ridiculed or not taken seriously
• insulted
• threatened
• sworn at
• blocked in – physically or emotionally confused
• confused
• let down or hard done by

People may feel that they have lost face and may become angry. 

All of the above are unhelpful in conflict situations. 





Common inhibitors include:
• personal values – these vary from person to person and are based on the beliefs of a

person’s family, friends and experiences
• self-control – the level of self-control can vary on a daily and personal basis
• fear of loss or damage – the person may not want to get dirty, damage their clothes or drop

their phone
• fear of retaliation – most people will not ‘take on’ someone they think they will lose against
• social consequences – many people will be concerned about the risks to their personal

reputations/lifestyles
• legal consequences – some people need a clean criminal record while others may not care
• body-worn cameras and CCTV – this is directly linked to whether they care about potentially

being arrested



All of the above are helpful in conflict situations.

By the same token, you also need to consider the consequences of your own actions in heated, 
frightening or threatening situations, so that you don’t do something that will get you into trouble or 
that you will later regret.



Next slide explains.



The rational side is the side of the brain that we use most of the day as we go about our daily 
lives.  It helps us to think things through, to plan what we are doing, and helps us to sensibly 
consider options before we make decisions.  It is the thinking side of our brain.

The emotional side of the brain is what we use to help us feel things like affection, love, 
sadness and anger.

When things are normal, the brain is pretty evenly balanced.  We use both sides at the same 
time, as we are normally both feeling and thinking things at the same time.





Fight or flight
It is important that we understand what happens to ourselves and others when we are 
confronted by either conflict, or by frightening or threatening situations. Only then can we plan 
what is the best way to react ourselves and how to treat others when conflict arises.

When we become frightened, our bodies will automatically go into what is called fight or flight
mode.  

This is because of the basic natural animal instinct in us all to help us to survive potentially 
dangerous situations.



Class question: How can the fight or flight response be triggered?
Depending on your class, consider physically blocking someone into a corner to see how they 
feel.



During fight or flight 
The body releases the hormone adrenaline into our system to increase our physical ability to 
fight or run away.  This adrenaline rush increases our heart rate, pumping extra blood and 
oxygen to the muscles we need to use.

Our eyes widen to take in as much of the situation as possible, although sometimes we do 
centre our attention directly onto the threat itself, causing what is often called tunnel vision.

Our sense of hearing intensifies, again to try to allow us to take in as much information about the 
threat as possible.





Shock 
Shock can be a reaction to what we have seen as well as what we feel. 



In order to successfully de-escalate a conflict situation, security operatives will need to:
• listen carefully to what the other person is saying
• use their own positive communication to try and calm the other person down
• convince the other person that they will try to resolve the situation
• ensure that the problem is fully understood before they move on



De-escalation techniques
Dynamic risk assessments – will help assess the emotional state of the customer

By identifying trigger factors, security operatives will then be able to use inhibitors to counteract 
them.

Customers’ anxieties can be reduced by the security operative reassuring them.

Security operatives should keep the customer, colleagues and management informed of the 
situation at hand as well as of any outcomes.



Positioning
Always allow as much space as possible and try not to stand square in front of a person.

All parties involved should be aware of exit/escape routes.





Normal space and safe space are the phrases given to the normal distance there would be 
between us and someone we are talking to in normal, relaxed circumstances.  

Imagine someone approaching you to ask a question at work, or the distance you might be from 
someone standing next to you that you are having a drink with in a pub. This normal or safe 
distance is usually anything between 0.5 m and 1.2m. 

To ensure that you are using the safe or normal distance when dealing with someone in the 
workplace, try to make sure that you are far enough away from them to be able to see the whole 
of their body, including their feet.  This will mean that you are close enough to them to have a 
reasonable one-to-one conversation, but you are far enough away to be able to see any 
changes in their body language, which will give you enough time to react if the situation 
escalates.



Try this with your class and discuss how it makes you feel.



Stranger space is also out of the punch range or fighting arc.







Body language
This links back the behavioural cycle.



Exit routes
The lack of an exit/escape route may trigger the fight response in the security operative or the 
customer.



Using exit strategies
There will be occasions where, despite their best efforts, security operatives are unable to calm 
down or resolve a situation, or they may feel themselves being triggered by a customer. 

If an encounter with someone is getting more and more heated and security operatives feel that 
they cannot improve or prevent the situation from worsening, then they may feel it is appropriate 
to use an exit strategy to get themselves away from the customer.



Using an exit strategy can give security operatives valuable space and time to decide how best 
to deal with the next stage of the situation. 

Depending on the strategy used, they may return themselves or request that a colleague deals 
with the situation. 

Teamwork should never be seen as a sign of weakness.



Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.
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groups in the classroom.





Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.





Module 3

Completion of this module will enable learners to meet the following learning outcome:

Learning outcome 3: Understand the use of problem-solving techniques when resolving 
conflict

This includes assessment criteria:

3.1 Recognise how to use empathy to resolve conflict

3.2 Identify the benefits of using problem solving techniques

3.3 Recognise how win-win approaches work to resolve conflict situations

This module includes the following interactive activities:

Key task 3



Showing empathy
Empathy is being able to recognise, understand and share the situation, feelings or motives of 
another. This is not the same as sympathy.



Customers’ perspective/resolving conflict 
To be able to use empathy effectively, security operatives must understand why the customer is 
upset/angry.



Managing customers expectations
Remind learners that what might seem trivial to them, could be very important to their 
customers. 



Preventing problems during conflict
PART model is broken down on the next slides.



PART
Discuss examples of when you or your class may have used this model without realising you 
were using PART.



Focusing on the problem
Security operatives may not deal with all aspects of resolving the problem first-hand, but a good 
handover is essential to prevent escalation when passing on a problem.



Building a rapport
First impressions tend to last.

The ability to build a rapport may take seconds, rather than minutes.





Explaining
People are more willing to accept that they are being told ‘no’ if they understand the reason.







Delivering a gift
Often information that they did not expect to receive.



If the previously discussed problem-solving techniques are used (active listening, empathy and 
negotiating options) with the customer, then many cases will result in a win-win outcome.



Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.
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groups in the classroom.





Module 4

Completion of this module will enable learners to meet the following learning outcome:

Learning outcome 4: Be able to communicate to de-escalate conflict 

This includes assessment criteria:

4.1 Recognise verbal and non-verbal communication techniques

4.2 Explain how to deal with communication barriers in conflict situations

4.3 Identify different behaviour types

4.4 Demonstrate approaches to take when addressing unacceptable behaviour

4.5 Demonstrate ways to de-escalate conflict situations

4.6 Demonstrate working with colleagues to de-escalate conflict situations

This module includes the following interactive activities:

• class question: How do you think you can overcome these barriers?

• class question: What problem-solving techniques could you use?

Key task 4



When you communicate with people, you not only give out verbal messages, but non-verbal 
messages as well, giving others signals about your attitude and personality. These non-verbal 
signals (or body language) are often given out subconsciously, without us even realising that we 
are doing it.

Tutors may want to recap with learners about verbal communication (speaking and listening) and 
non-verbal communication which was covered in module 1 chapter 7 of the course book.



Barriers to communication
Anything that hinders effective communication.



Physical barriers or blocks to communication are usually fairly easy to recognise and deal with. 
They include things like:
• discomfort - too hot/cold, in pain, hungry, tired, frightened, etc. means they’re more likely to

be focused on their feelings than what a security operative is saying to them
• background noise – loud music, heavy traffic, people shouting etc. can all make it hard for

someone to hear what the security operative is saying
• shock – if a customer is suffering from shock, their mind and body will be trying to recover

from that and therefore the security operative’s message will be less important to them
• languages – English is not everyone’s first language, therefore communicating with some

customers may prove more difficult
• accents/jargon – can be difficult to understand people with strong regional accents or people

who are using work/regional jargon
• drink/drugs – people who have consumed too much alcohol/taken drugs can have distorted

perceptions or may appear overly aggressive



Typical psychological barriers or blocks to communication in the workplace can be more 
difficult to recognise, and may include things like thoughts/non-physical barriers and:
• mental illness – not always easily recognisable, people may appear nervous, frightened,

paranoid or confused
• culture – people may have different ways of seeing things and may refuse to accept what

they’re being told
• fear/dislike of authority – person may have had bad experience with security in the past
• attitudes/beliefs – may have poor attitude or think security operative acting unreasonably, or

may simply disagree because of own strong beliefs



Class question: How do you think you can overcome these barriers?
• Speak clearly and calmly
• Adopt a non-aggressive stance
• Maintain your space
• Move to a quieter/brighter area
• Check your body language is non-aggressive
• Explain what you are doing





Security operatives should be mindful that they do not come across as nervous or shy, as this 
could make them appear weak. It is negative behaviour and will not help them in a conflict 
situation. 



Security operatives should also be wary of coming across as being too strong or opinionated, as 
this may make them seem aggressive. 

This, again, is unhelpful negative behaviour that will probably hinder the situation.



Ideally, security operatives will want to use their behaviour to show that they are confident, 
capable, helpful and friendly, without coming on too strong. 

This is known as being assertive, which is a very positive type of behaviour to show and which 
should receive a positive reaction from others.







The approach
Remember - body language and safety.



Class question: What problem-solving techniques could you use?
• Have a non-aggressive stance and body language
• Build a rapport
• Actively listen
• Show empathy
• Provide options, e.g. come back later/take a seat
• Look for a win-win outcome
• Deliver a gift, e.g. call a taxi
• Follow appropriate organisational policies and procedures



Using discretion
Security operatives should always tell their colleagues and management if they have deviated 
from a procedure.



Using discretion 
When exercising their powers of discretion, security operatives need to consider whether they 
have the authority to make this decision.



The CONTACT:
• approaches the situation
• makes initial contact
• engages with the person/people
• deals with problems

The COVER:
• stands nearby
• watches the encounter and others around, and acts as a witness
• can call for extra support (other colleagues/management/police)
• can step in to assist or relieve if necessary





Switching
When dealing with a situation with a colleague, there may be occasions during the encounter 
where it may be useful or helpful to switch (swap) positions. 

This makes the person/customer have to explain the situation again. Making people talk makes 
them use the rational part of their brain.







Passing the baton 
Passing the baton should not be confused with the term ‘passing the buck’. 

Problems are not handed over because a security operative can’t be bothered to deal with it or 
because they are bored with it, they are simply finding someone who may be able to deal with it 
better than they are able to at that time.



Ask delegates to complete the key tasks for this section in their handouts, or to complete it in 
groups in the classroom.
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